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Formål, deltagere og anvendelse
• Formål

• At sikre at cybersikkerhed bliver en integreret del af virksomhedens samlede 
risikostyring.

• Deltagere
• Ansvarlige for risikostyring med input fra de forskellige funktionsområder.

• Anvendelse
• Integreret del i den generelle risikostyringsproces.



 

Fremgangsmåde

• List de interne forretningsfunktioner (se eksempler på slide 4) og marker i hvilken grad  
cybersikkerhed indenfor disse områder er integreret i virksomhedens overordnede 
risikostyring og forbedringsprocesser. 

• Markeringer sker fra 1 = i meget lav grad til 5 (i meget høj grad).
• Angiv også hvad målsætningen bør være (TO-BE), hvorefter der kan udregnes et gab.



 

Vurderingsskema
Interne forretningsfunktioner 1 2 3 4 5 TO-BE Gab
Indgående logistik

Produktion

Distribution

Produktudvikling

Økonomi

Eksterne forretningsfunktioner 1 2 3 4 5 TO-BE Gab
Finansielle partnere

Offentlige myndigheder

Kunder

Leverandører

Øvrige servicepartnere

1 = i meget lav grad, 2 = i lav grad, 3 = i nogen grad, 4 = i høj grad, 5 = i meget høj grad



 

Eksempler på indholdselementer i de kategorierne
Indgående logistik
Indkøb
Indgående transport
Varemodtagelse inkl.. kontrol
Indlagering og lagerstyring
Pluk til produktion

Produktion / R&D
Produktudvikling
Planlægning
Produktion
Kvalitetskontrol
Færdigmelding

Udgående logistik
Forecast
Salg
Ordrebehandling
Pluk, pak og forsendelse
Fakturering

Øvrige service partner
El, Vand, Varme
GPS
Alarm/overvågning
Serviceaftaler (Udstyr)

Finansielle partner
Bank
Lønservice
Forsikring
Ekstern bogholderi
Revisor

Myndigheder
SKAT
VIRK
Certificering
Arbejdstilsyn



 

Action points

• Scorer på 4 - 5 anses som værende en høj grad af cybersikkerhed, og kun mindre eller 
ingen opmærksomhed er påkrævet.

• Scorer på 3 indikerer nogen cybersikkerhed, men med forbedringsmuligheder.
• Scorer på 1- 2 indikere en lav grad af cybersikkerhed, og kræver opmærksomhed og 

forbedringer.
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